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Abstract of the contribution: This paper updates solution 13 with an alternative for the NIMF node. 
1
Discussion

The Solution #13 on SCEF+NEF Node on how to support a common north-bound APIs for EPC-5GC Interworking was approved in the previous meeting. 

2
Proposal

This contribution proposes to update the solution 13 with an alternative including the NIMF entity but to keep the additions separate from the original description text .
* * * Start of Change * * *

6.13.2
Functional Description

When a UE is capable of switching between EPC and 5GC, it shall only be associated with combined SCEF+NEF node(s) for Service Capability Exposure. The SCEF+NEF hides the the underlying network topology from the AF (i.e. SCS/AS) and hides whether the UE is served by 5GC or EPC. Figure 6.13.2-1 shows the SCEF+NEF architecture.
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Figure 6.13.2‑1: Architecture view of the SCEF+NEF node

Interaction between the SCEF and NEF within the combined SCEF+NEF may be required. For example, when the SCEF+NEF supports monitoring APIs, the SCEF may need to share context/state information about a UE’s configured monitoring events with the NEF when the UE moves from EPC to 5G. This interaction between the SCEF and NEF shall not be standardized.

If a configured service becomes unavailable or its level of support changes because of change of access network for a UE, the SCEF+NEF will notify the SCS/AS. A configured service may become unavailable because the UE is now being served by a node (e.g. MME) or NF (e.g. AMF) that does not support the configured service.

If the service exposure function that is associated with a given service for a UE is configured in the UE’s subscription information, then an SCEF+NEF identity shall be used to identify the exposure function. For example, if a UE is capable of roaming between EPC and 5GC, then the SCEF ID that is associated with any of the UE’s APN configurations should point to an SCEF+NEF node.

Editor’s note: Whether SCEF is collocated with the NEF or other network functions that may terminate T8 APIs is FFS. For example, solutions to other Key Issues may allow other network functions to expose APIs to the SCS/AS.

In EPC, the SCEF is part of the HPLMN. This solution assumes that an NEF or SCEF+NEF that exposes API’s to 3rd party AFs (i.e. SCS/AS) is part of the HPLMN.
Alternative with SCEF+NEF+NIMF Node

A similar setup as described above can be made with a NIMF entity in the system (see solution #XX). The node offering common north-bound APIs for EPC-5GC Interworking then consists of the SCEF+NEF+NIMF entities.

Figure 6.13.2-2 below shows a SCEF+NEF-NIMF architecture. 
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Figure 6.13.2‑2: Architecture view of the SCEF+NEF+NIMF node

This table summarizes an example of what type of API(s) the different entities (SCEF, NEF & NIMF) in the figure 6.13.2-2 could support. In this example the SCEF in instance #3 supports both Network Exposure API and NIDD API, the rest of the nodes only support a single API. 
NOTE: 
“Network Exposure” above is assumed to be any of the network exposure procedures defined in TS 23.682 except the NIDD procedures in clause 5.13 and Group Message Delivery via unicast MT NIDD procedure in clause 5.5.3.

	API
	Type of API
	Nodes

	API 1
	Network Exposure
	SCEF #1

	
	
	NEF #1

	API 2
	NIDD
	SCEF #2

	
	
	NIMF #2

	API 3
	Network Exposure
	SCEF #3

	
	
	NEF #3

	API 4
	NIDD
	SCEF #3

	
	
	NIMF #3


* * * End of Change * * *
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